Memorandum

To:
Freestanding Children’s Hospitals



From:
Jill Schmid

Date:
3/25/2008
Re:
CHGME Payment Program Web based application 

For the past year the Children’s Hospitals Graduate Medical Education (CHGME) Payment Program has been building a new web system to process your applications for funds. As we move forward with technology, the program has created a system where each hospital can apply for funds using a web based application system starting with the reconciliation applications in April 2008.  The web application will help reduce the use of paper and fax and minimize manual data entry.

Each hospital will be able to fill out an application for funds via the web and make corrections to that application electronically (no more crossing out, and faxing changes.)

The hospital will have the ability to review, save, print, and submit their applications. However, the HRSA 99 and 99-3 with original signatures will still need to be sent in hard copy because of the legal requirement for original signatures. The affiliation agreements, supporting documentation and MCR data may be sent as a PDF to SLinney@hrsa.gov or a hard copy can be mailed to CHGME along with your signed HRSA 99 and 99-3.
The CHGME Payment Program web application is set up just like the hard copy applications with each tab being a different page of the HRSA 99, 99-1, 99-2, 99-3, 99-4, and 99-5. Please remember to save before navigating to any other page within the application. There is a comments field within the application where you can add your comments on the current application. Once the application is submitted, the receipt control manager will reply with an email and forward your application and all the supporting documentation to your regional manager. The manager will receive an email notification that she has a new application to review. 

Included in the email is some simple, easy to read instructions to help you get started.  
Based on The Computer Security Act of 1987, P.L. 100-235, and OMB Circular Number A-130, the CHGME in coordination with the Office of Information Technology in HRSA requires each person that uses a Federal system to review a security training document at http://belize.hrsa.gov/securitytrain/and sign a Rules of Behavior (ROB) document. You will register as a new user. Please keep your login and password since this training must be completed once a year to use a Federal system. The ROB document will be sent to you via email. The person who is responsible for completing the application (Line #6 of the HRSA 99) will be the person who is required to take the training.   The Office of Information and Technology also requires the supervisor to sign the ROB, in our case this is the person who signs the HRSA 99-3. The training should not take more than 20 minutes. When the training is complete, print the certificate and make sure the forms are signed. Please return them via fax to or if you have any questions please call:

Jill Schmid

Database Manager, Region 1 Manager

5600 Fishers Lane Room 9A-05

Rockville, MD 20857

301-443-6153

301-443-1879 fax

Each hospital will receive one user ID. Once the training is complete and the database manager (Jill Schmid) is notified, the user will receive an email with a temporary password. The password must be changed the first time the user logs in. 
Thank-you for making this transition from paper to web with the CHGME Payment Program.
